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ACEA
 12.2 million direct and indirect jobs

 €44.7 billion in R&D spending, largest 

private investor

 €100.4 billion positive net trade 

contribution

 €401.5 billion in tax revenues (EU15)

Activity reach: 

 EU

 28 Member States through the national 

associations (e.g. CCFA, VDA…) 

 Offices in Japan, China, South Korea



1. What digital infrastructure will be needed for cars in the future?

2. How can we best secure personal data?

3. How can these data be shared in a controlled and secured manner?

3

Outline
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Network connectivity
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Collecting, using and processing data
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Most vehicle data are of technical nature: not stored
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The other data: potentially put to a variety of users
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Need seamless communication networks
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Improve coverage and reliability 
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Protection of personal data and privacy vs willingness to share
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Data protection is a priority for OEMs
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Contract, consent or legal obligation
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Third party access – how ?
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Direct access = Risks
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Cars require higher safety, security and privacy standards
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Off-board access limits the risks
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And one or more neutral servers
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Infrastructure, data and access to data
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1. Digital Infrastructure

Improve coverage and reliability

Cross-border coordination 

Communications technology/infrastructure: in fuction of use case, type, volume, time/safety 
critical

5G

EATA – European Automobile and Telecom Alliance
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2. Data protection

General data protection regulation – protection of consumers against undue processing data

ACEA – data protection principles:

 Transparency – consumers to know which data is processed

 Privacy by design
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3. Access to vehicle data : consumer trust and confidence

Safety, security and vehicle integrity are key priorities for OEMs

No on-board access -> Extended Vehicle approach



22

4. Ensure a continued and sychronised cooperation 

Across European Commission DGs

Across Member States

Across industries

Across continents and

member countries in United Nations

European 
Commission

EU strategy for CAD

Round Table dialogue

GEAR 2030

C-ITS platform phase 2

R&I actions/funding

Close cooperation in 

UN-ECE

Member States

Amsterdam & Rome : 
cont’d Informal High 

Level Dialogue 

Remove legal barriers 

for testing

Facilitate cross-border 
corridors

Close cooperation in 

UN-ECE

Industry

EATA

Technology choices : ITSG5, 

LTE-V, 5G, satellite, …

Pilots/

(pre) deployment

Requirements for the physical 
and digital highways

Close cooperation in 

UN-ECE
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@ACEA_eu
www.acea.be

THANK YOU FOR YOUR ATTENTION



FOR MORE INFORMATION
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• ACEA on connected and automated driving:
http://www.acea.be/industry-topics/tag/category/connected-
and-automated-driving

• Position paper on access to vehicle data for third party services:
http://www.acea.be/publications/article/position-paper-
access-to-vehicle-data-for-third-party-services

http://www.acea.be/industry-topics/tag/category/connected-and-automated-driving
http://www.acea.be/publications/article/position-paper-access-to-vehicle-data-for-third-party-services

